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Important to 
understand

NIS2 stands for the Network 
and Information Systems 
Directive 2, an EU directive 
that updates and expands the 
cybersecurity and reporting 
requirements established by 
the original NIS Directive.

It aims to enhance 
national and EU-level 
cybersecurity capabilities, 
increase the resilience of 
network and information 
systems, and foster a high 
level of cybersecurity risk 
management across  
various sectors.

It mandates robust security 
measures, including risk 
management practices, 
incident handling, supply 
chain security, and 
vulnerability disclosures.

It also applies to  
organisations outside 
of the EU who deliver 
services into the EU.

Background
The new directive NIS2 will come into force on 18th October 2024, designed to improve the resilience and 

security of the network and information systems within the EU. It has expanded the breadth and depth of 

the original directive with more comprehensive security controls, rigorous incident reporting requirements 

and increased enforcement measures with sanctions. The list of sectors in scope has increased and there is 

a distinction made between essential and important sectors.

If your organisation is now in scope, it is important for your senior leaders to understand the impacts, 

requirements and obligations of NIS2. 

How Insight can help
Insight can help prepare your senior management team by raising the awareness and importance of the 

enhanced security requirements. NIS2 takes a more proactive approach to compliance, emphasising risk 

management and incident reporting.

How we engage and deliver:

• Discovery interviews (2hrs): to understand organisational structure, culture and main goals.

• Workshop (4hrs): tailored content based on discover interviews, covering an explanation of NIS2, current

state of the implementation period and possible next steps.

• Documentation:  presentation content of workshop, answers to any outstanding questions raised.

Your senior management team will be equipped with the right information as it relates to their business 

and current situation, with the possible next steps required to comply with NIS2 by October 2024. 

Next Steps
Once you have completed the NIS2 Awareness Workshop the next step could be a NIS2 Assessment. 

Insight’s NIS2 Assessment covers a wide range of areas, including policies, procedures, technical controls, 

and organisational culture. The assessment report includes an analysis of the organisation’s cybersecurity 

posture, a summary of identified gaps, and recommendations for remediation to help you strategise and 

prioritise your compliance efforts.

Are you fully aware of the new directive for Network Information Security (NIS2)?
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For more information please contact your Insight Account Manager. 
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